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The importance of adopting a security code standard in vital for our project. It helps us to be more proactive to develop more secure projects. It is something that the complete team will implement and having a hole team thinking in security code at the end is beneficial to the complete company and the project to come. It is important to be consistent with our standards that way the project will take less of our time and our energy overall. Another thing that will be cover by adopting security standards is that we don’t need to leave security for a time at ther end. Is time conusming and more difficult to try and fix all the problem a project have at the end of it, sometimes the fix takes so much time and money that companies drop the project. Not leaving security to the end is the best practice.

It is always important to assess and mitigate a plan when we are going to work in a project. Having an assessment of what will be done and having a mitigation plan before starting our projects like, I said before can save time and money. Being able to know and understand threats thata can be possible to happens in our project is part of our plan. How? When we know what we are going to build we know the vulnerabilities and threats that we can be facing. Knowing will give is a mitigation plan to code secure for those threats and vulnerabilities while we are coding. If we don’t have a plan or we don’t know what we can be facing we will code without knowledge and at the end will end up with a project full of error, vulnerabilities and threats. Again, this will cost time, money and trust.

Zero trust is something we should be thinking of when coding secure. Since this level of security goes base in direct protect of each individual that can get in a network, coding with the implementatio nof zero trust will give us a more secure code. Each individual should be check apart each time the individual try to do some new connection inside a network. It protect from bad users that entering through one place try to run inside the whole network without access. It mean more protection. Authorizing and authenticating each user will protect better our network.

Obviously, zero trust in something we should implement, the same goes with triple A and defense in depth. Security is the most important part of each project, we can lose time, money, trust and then complete project without security. Exposure of important data because we wasn’t aware of our security is the not what we want as developers.